
GENERAL PROVISIONS 
  
As part of its academic, funding and science communication activities, the SNIS collects and 
processes your personal data when you browse the website, fill in registration forms or 
interact with the SNIS while on the website. 
 
In accordance with applicable legislation, the SNIS is committed to respecting your privacy 
and protecting your personal data. 
 
The responsible and lawful processing of personal data is a central concern of the SNIS. It 
ensures that personal data is processed in accordance with the principles of lawfulness, 
purpose, proportionality, good faith, security, privacy and transparency.  
 
  
1.SCOPE 
  
We process your personal data only for the purpose for which it was provided and in 
compliance with applicable data protection laws, in particular the Federal Act on Data 
Protection (LPD in French). For certain processing operations, pursuant to Art. 3 para. 2 of 
the GDPR, we are subject to the General Data Protection Regulation. 
  
2.LEGAL BASES 
 
The processing of personal data needs to be justified by legal bases. At the SNIS, processing 
operations are based on one or more of the following legal bases:  

• Consent provided (for example when subscribing to a newsletter) 
• Fulfilling a contract agreement with you (for example, when recruiting personnel or 

receiving funding) 
• Compliance with a legal obligation (e.g. the transmission of information to the 

Cantonal Tax Office ) 
• Protection of the legitimate interests of the SNIS (e.g. advertising for our funding 

instruments and research outcomes)  
• Execution of a mission of public interest (sharing relevant research results) 

  
3.DEFINITIONS 
  

• Consent: an unambiguous expression of will, which is free, specific to a processing 
operation and derives from prior information, whereby in a clear and positive act a 
data subject agrees that his/her personal data can be processed 

• Data controller: any person who decides on the purpose and means of processing 
personal data 

• Data processor: a natural or legal person, public authority, agency or other body 
which processes personal data on behalf of the data controller 

• Data subject: any identifiable or identified natural person whose personal data are 
processed by the data controller 

• Personal data: any information allowing the direct or indirect identification of a 
natural person (referred to as the data subject) 



• Processing: any operation on personal data (in particular collection, recording, use, 
processing, modification, storage, retrieval, consultation, transmission, erasure) 

  
4.DATA CONTROLLER OF PERSONAL DATA 
  
All your personal data processed by the SNIS in the context of this Policy are controlled by 
the SNIS, which is considered to be the data controller. 
 
Our address is as follows: 

• Swiss Network for International Studies 
• Rue Rotschild 20 
• CH- 1202 

  
5.THE CATEGORIES OF DATA WE PROCESS 
  
As part of your use of our services, we collect and process various categories of personal 
data about you.  

• Contact and identification data such as your last name, first name, title, address, 
email address, telephone number, identification number 

• Personal data such as date of birth, gender, nationality, place of birth, residence 
status 

• Data on career and education such as CV, education, diplomas obtained, previous 
studies, letters of recommendation, references 

• Financial data such as bank account information, payment information, income, tax 
situation, stock exchange   

• IT user account data such as username, password 
• Interaction and usage data such as correspondence, chat and webinar content, 

information on "customer" segment (applicants, candidates, subscribers, alumni) and 
target group, user preference feedback, device type, operating system, software, 
information from claiming rights 

• Website data such as browser settings, IP address, cookie information, frequency 
and duration of visits, search terms, clicks on content. Usage data is not associated 
with personal data. 

• Data obtained through third parties such as personal data we legally obtain on a 
regular basis from affiliated entities, business partners and other independent third 
parties. We add this information to the information we already have in our 
databases. 
  

  
6.FOR WHAT PURPOSES ARE YOUR PERSONAL DATA PROCESSED? 
  
We process your personal data for the following purposes: 

• Recruitment of candidates for study programmes (including executive education) 
• Administrative aspects of the education of students during their studies 
• Management of support services for students (IT) 
• Community follow-up 
• Recruitment of academic and administrative staff 



• Personnel management 
• Training management 
• Promotion of institutional activities and information 

 
We do not use your personal data for purposes other than those set out above unless we 
are required to do so by law. If we need to use your data for other purposes, we will inform 
you. 
  
7.WITH WHOM DO WE SHARE YOUR PERSONAL DATA? 
  
The Institute shares your data only under certain circumstances and in accordance with the 
provisions of the applicable regulations or with your consent. 
 
Your personal data can be shared:   

• Internally for the needs of certain services  
• With academic partners subject to obtaining the consent of the data subjects (e.g. 

University of Geneva) 
• With institutions or entities with which the SNIS may collaborate on various subjects 

(e.g. Swiss Political Science Association) 
• With administrative authorities in the context of fulfilling legal obligations (e.g. 

Cantonal Tax Office) 
When third party service providers have access to your data, they only collect the data 
necessary for the execution of their tasks. They are prohibited from sharing or using the data 
for any other purpose. 
  
8.INTERNATIONAL DATA TRANSFERS 
  
In cases where a transfer takes place outside the EU/EEA to a data controller/data processor, 
the SNIS ensures that your personal data is transferred to countries offering adequate 
protection and/or are protected by sufficient safeguards, including the standard contractual 
clauses adopted by the European Commission.  
  
9.HOW LONG DO WE KEEP YOUR PERSONAL DATA? 
  
We process and store your data for as long as we need them to fulfil our contractual or legal 
obligations, or for as long as they are necessary for the purposes for which we collected 
them, or as long as our legitimate interests continue to exist or consent has not been 
withdrawn. 
 
In certain circumstances, we may be required to retain your personal data for a longer time 
due to legal requirements or for statistical purposes. In the latter case, the data is 
anonymized and you can no longer be identified. 
 
 
 
  



10.SECURITY AND PROTECTION OF PERSONAL DATA 
  
Data security is one of SNIS’ priorities. The Institute takes all reasonable administrative and 
technical measures to prevent any unauthorised disclosure and use, alteration or erasure of 
data. 
  
11.WHAT ARE YOUR RIGHTS AND HOW CAN YOU EXERCISE THEM? 
  

• The right of access and information: You can ask what data concerning you is kept at 
the Institute and receive a copy. You also have the right to obtain information on the 
purpose of the processing, the data concerned by the processing, the recipients, the 
storage period, the rights you may exercise over the processing of your data, the 
sources used for the collection of the data and the transfer of the data if applicable. 

• The right to rectify the data: You may request at any time the modification of your 
personal data that you believe is inaccurate or not up to date. 

• The right to erasure: Also known as the right to be forgotten. You may request the 
deletion of data concerning you at any time, unless the data are still necessary for 
the purposes for which they were collected, their retention is required by law, or 
their retention is necessary for archiving for statistical and historical purposes. 
In this context, the Institute cannot guarantee the general erasure of data and we 
must take into account the technologies available and the cost of their 
implementation. 

• The right to restriction of processing: You may request the limitation of the 
processing of your data when one of the following applies: you dispute the accuracy 
of the data collected, the processing is unlawful but you do not wish to exercise your 
right to erase the data, the data is no longer necessary for processing but you wish us 
to retain it for the exercise of a legal right, or you dispute a processing operation and 
you request a limitation of the processing pending the resolution of the dispute. 

• The right to data portability: You may be entitled to obtain your personal data in a 
structured, commonly used and machine-readable form in order to transfer it to 
another data controller. This right applies where processing of personal data 
(supplied by the data subject) is carried out by automated means, and where you 
have either consented to processing, or where processing is conducted on the basis 
of a contract between you and the data controller. 

• The right to complain to a supervisory authority: located in the Member State 
where you live, work or where the breach occurred if you believe that a breach of 
applicable law has occurred in the processing of your personal data. 

• The right to object the processing: You may object to the processing of data 
concerning you, provided that a legitimate reason is given. The Institute may object 
by demonstrating that there are legitimate and compelling reasons which prevail 
over your interests and rights. In certain cases, we process your personal data for 
prospecting purposes, you have the right to object to such processing at any time. 

• The right to withdraw consent: You have the right to withdraw a consent to the 
processing of your personal data at any time. 

  
12.DOES THE SNIS ENGAGE IN PROFILING? 
  



The SNIS does not use automated decision making or profiling. 
  
13.THE USE OF COOKIES 
  
The use of our website involves the collection of cookies. For more information on this 
subject, please consult our Cookie Policy. 
  
 
 


